
PRIVACY POLICY 

Vivid Innovation Pvt. Ltd. (operating under the brand name “Gruppie Campus Connect-GC2”), is 

agrowing edutech company, providing technology support and learning content to its Clients 

in general and educational institutions in particular. 

This privacy policy applies to all Users who access / use the mobile application “GC2” 

(“Application”) and/or www.rpesjsps.com (“Website”) managed by the 

Company – Vivid Innovation Pvt. Ltd.. The Application and Website are together 

referred to “Platform”. 

 

Please read this privacy policy (“Policy“) carefully before using the Application and/or 

Website along with the Terms of Use (“ToU“) provided on the Application and on the 

Website. The Users are required to read and understand the Policy before submitting any 

 

Personal Information. 

Your use of the Website and / or the Application, and / or registrations with us through any 

mode or use of any products shall signify your acceptance of this Policy and your agreement 

to be legally bound by the same. For the sake of brevity your use of ‘GC2’ in any electronic 

form or device shall be bound by the terms and conditions enumerated and agreed upon 

hereunder with wilful and free consent. 

If any User who does not agree with any of the terms and conditions of this Policy, is 

required to refrain from using the Platform. 

 

User Provided Information: 

The Platform records the information you provide when you download and/or register for 

the Platform. When you register with us, you generally provide (a) your name, age, email 

address, phone number, password and your ward’s educational interests; (b) 

transaction-related information, such as when you make payments to the School; (c) 

information you provide us when you contact us for help; (d) information you enter into its 

system when using the Platform, such as while asking doubts, participating in discussions 



and taking tests. The said information collected from the Users could be categorized as 

“Personal Information”. 

 

GC2 may use this Information to contact you from time to time, to provide you with the 

Services, important information and required notices. GC2 will request you when it needs 

more information that personally identifies you (personal information) or allows us to 

contact you. 

In order to have access to all the features and benefits on our Platform, a User is required to 

first create an account on our Platform. To create an account, a User is required to provide 

Personal Information as may be required during the registration. Once the login ID and 

Password is created, GC2 will not differentiate between who is using the device to access 

the Platform, so long as the log in/access credentials match with yours. In order to make the 

best use of the Platform and enable your Information to be captured accurately on the 

Platform, it is essential that you have logged in using your own credentials. 

A User can, at any time while using the Platform, have an option to withdraw your consent 

given earlier to it, to use such Personal Information. Withdrawal of the consent by a User is 

required to be sent in writing to us at the contact details provided in this Policy below. In any 

such event, GC2 or the Company fully reserves the right to withdraw further usage of the 

Application/Website or provide any further Services to the User. 

 

Automatically Collected Information: 

In addition, the Platform may collect certain information automatically, including, but not 

limited to, the type of mobile device the you use, your mobile devices unique device ID, the 

IP address of your mobile device, your mobile operating system, the type of mobile Internet 

browsers you use, and information about the way you use the Platform. As is true for most 

Mobile applications, GC2 also collects other relevant information as per the permissions 

that you provide. 

GC2 uses an outside processing company to enable the User to make payments for the 

services availed by the User on the Platform. GC2 does not retain, share, store or use 



personally identifiable information of the User related to payment. 

 

 

 

 

 


